Fraud Intervention Services

Official Information and Privacy
Acts

Learning objectives:
By the end of this unit you will be able to:

« be able to understand the relationship between the OIA & Privacy
Act

« be aware of the Privacy Principles

« be able to action a request_ in accordance with the Acts

« be familiar with the withholding provisions of each Act

Relevance of learning to your role:

e Protecting the privacy of personal information is a requirement

e Understand -how to respond to any OIA & Privacy Act requests

e Have an.awareness of risk management when releasing information
under these Acts

Behavioural competencies for success:

» Critical thinking - objective analysis and evaluation
e Analytical - Attention to detail

e Decisive - ability to make correct decisions

e Accountability
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Introduction - Official Information Act

The Official Information Act 1982 came into force on 1 July 1983. The
Privacy Act came into force on 1 July 1993.

This legislation was passed in response to concerns regarding the rapid
advances in technology which provided information networks. Freedom '6f""“
information and protection of privacy had also become a human r:ghﬂif?~
issue. There have also been increasingly strong incentives to explfﬁt
personal information which has created a need for control of the
information we hold. :

Individuals expect that information about them is accur«aie and relevant,
accessed by those with authority and not communlcaked beyond those
who need to know. The right of individuals to ac__,ces___s_ and correct personal

data is a most important privacy safeguard. _ .
.__._.:‘-.“-

Working for MSD means that you will be\?Qq{rlred to be familiar with both
Acts in your work.

Historically the Official Informa%ﬁ"-Act (OIA) dealt with all information
held by public sector agencieg including personal information. The Privacy
Act (PA) now deals with pepspnal information held by public sector
agencies and agenciegiq ‘the private sector. The Privacy Act gives
individuals rights wit espect to their own information and imposes
obligations on M Iﬁ%o ensure good handling of this information. The
provisions relat g/to personal information that had been contained in the
OIA have now, een incorporated in the PA. The OIA now deals with
requests.fb‘r.' official information and information requested by someone
who is ﬂpffhe subject of that information.

\-l:_‘i‘es“cﬁ'ription
A description of what the OIA is all about is contained in the 'Long Title'
which explains that the Act is to:

 make official information more freely available

e provide for proper access by each person to official information
relating to that person
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« to protect official information to the extent consistent with the
public interest and the preservation of personal privacy

» to establish procedures for the achievement of those purposes
« to repeal the Official Secrets Act 1951

Section 5 of the OIA enshrines the principle of availability. This is that the
information shall be made available unless there are good grounds for
withholding.

Meaning of Official Information

The OIA defines the term “official information” which includes:

¢ any information held by a Ministry, or a Minister of the Crown in
his or her official capacity, or an organisation

e any information held outside New Zealand by any branch or post
of a Ministry, or any organisation

Before the introduction of the Privacy Act this definition also included a
definition of personal information which 'was “any information about an
identifiable person’ as the Act dealt with both.

This has now been incorporated into the Privacy Act which governs
personal information and is defined as “information about an identifiable
individual.” This is a very wide definition and includes any information
that identifies a person.

Making a request under the OIA

Section 12 of the OIA governs the making of requests for official
information.

Any.person being a New Zealand citizen, a permanent resident of New
Zealand or a body corporate can make a request for official information.

Such a request can be stated as being urgent and the applicant must
state the reasons for the urgency, otherwise a response must be made as
soon as reasonably practicable but no later than 20 working days from
the receipt of the request, to comply with the request or to provide
reasons for declining it.
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MSD has a duty to give reasonable assistance to applicants making official
information requests.

The request need not be in writing and can be made verbally.

The requester may specify what form that they wish to receive the
information in i.e., by inspection, providing copies of or
summaries/paraphrasing.

When actioning a request files which contain information to be withheld
from disclosure should be noted and the reasons for the withholding of
that information should be specified. Reasons must be given to.the
requester as to why MSD is refusing to disclose the information-and the
requester must be told of his/her right to complain to the Ombudsman
about that refusal.

The OIA gives protection to those who make information available in
terms of the Act providing that they do so in good faith. No civil or
criminal proceedings can be brought against that person.

Information that can be made available

Any official information including:

e documents

+ publications setting out functions of public sector agencies

e any document or manual containing guidelines, rules, principles
in respect of decision making by public sector agencies. This
would include MSD’s Manuals.

e finding of facts in respect of, and reasons for any decision and a
reference to the information on which the findings were based

Information that can be withheld

Section 6 of the Official Information Act provides conclusive reasons for
withholding official information if the making available of that information
would be likely:

» to prejudice the maintenance of the law, including the
prevention, investigation and detection of offences, and the
right to a fair trial

* to endanger the safety of any person

In addition to the above, there are other conclusive grounds contained
with section 6 of the OIA.
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Section 9 of the OIA provides other reasons for withholding official
information.

These include:

e the protection of the privacy of natural persons, including that of a
deceased natural person

» the protection of information which is subject to an obligation of
confidence or where the making available of the information would
be likely to prejudice the supply of similar information and it is-in
the public interest that such information should continue to be
supplied, or would be likely otherwise to damage the public interest

« to maintain the effective conduct of public affairs by protecting
officers and employees from improper pressure or harassment and
allowing the free and frank expressions of opinions between
members of an organisation

» to maintain legal professional privilege (between solicitor and
client)

» to prevent disclosure or use of official information for improper gain
or improper advantage

The grounds contained within section 9 are subject to a “public interest”
test. These grounds may applyin a given situation unless the public
interest in disclosure outweighs the reasons for withholding. This requires
a 2-stage test:

e Does the withholding ground apply? AND
« Would the public interest outweigh the application of

this withholding ground?

Introduction - Privacy Act

The Privacy Act (“the Act”) came into force on 1 December 2020
(replacing the repealed Privacy Act 1993) and its main purpose is to
promote and protect individual privacy. The Act makes some fundamental
changes to the way in which MSD is required to deal with personal
information. This includes the way that MSD collects, stores, uses and
discloses personal information. Personal information is defined in the Act
as “information about an identifiable individual”.

The Act applies to every person, in his or her individual capacity, as well
as to the public and private sector organisations that (with rare
exceptions) are all caught within the definition of “agency” as defined in



s Prmcuple 1 - Purpose The collection of personal information must be
“_/| of collection of necessary for the purpose for which it is
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Section 7 of the Act. The Act has major implications for MSD especially
with respect to the personal information collected and used in the
investigation of clients.

Personal information may be collected only for a lawful purpose connected
with the function and activity of the agency and only if necessary for that
purpose. As a general rule, information must be collected directly from _
the person concerned, and the person told why the information is neec}ed_""-.
and what will happen to it. All individuals have the right to see the
information collected about them and to seek correction if they consuder
that the information is wrong. If the information is believed to ‘I:regmrrect
the agency is not required to change it; however, the indiviﬁ@ﬂ entitled
to have a copy of the request for correction and their versjen of events
placed on the file so that it is accessed at the same tlrQE hs the
information deemed to be incorrect. ) _\{ :

Section 22 of The Act establishes 13 Informatioj;\(Pr'i;racy Principles that
set out the “rules” for collecting, storing usmg and disclosing personal
information. \ /

It also provides for the appomtment of a Prwacy Commissioner and
empowers the Commissioner to mve\tlgate complaints of interference
with privacy. I\

The Act enables Codes of gractsce to be issued covering specific agencies.
The codes can impos hlgher or lower standard of duty than those set

out in the Prlvacy Ppnczpies, for example, the Health Information Privacy
Code. -

y \ N
% \‘. 7

Privacy Atf:t_-'i’i"inciples

The 13 prmcnples contained in the Act governing the collection, storage,
use a,rrd disclosure of personal information are as follows:

personal information collected, and that purpose must always be
relevant to the function or activity of the
agency.

This principle was enacted to prevent the
indiscriminate collection of personal data.
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When collecting information the gquestions that
you need to ask are:

(a) What is the function/activity of MSD?
(b) Is the information being collected for
the fulfillment of the function/activity of the OV
agency? £ ™N©
(¢) Is the information being sought ~
necessary for that function/activity? |

If the answer to the two last questions: |§ *no”,
it will be necessary to consider wh her"the
collection of the information comp‘ﬁe with this

principle. \\ -

Principle 2 - Source of
personal information

If an agency collects persqn‘éﬁ\nformatlon the
information should be chTécted directly from
the individual concer(i‘ag unless one of the
stated exceptions ap@‘y

Principle 3 - Collection
of information from
subject

Where persoq%?‘i%ormation is collected from
the |ndmg|l.1alt concerned reasonable steps must
be tak,eﬁfbv MSD to ensure that the individual
is awiﬂ:’e of, among other things, the purpose
of the' collection, what law authorises the
eﬁﬁectton the intended recipients of the

-

\,informatlon and the individual’s right to have

access to and request correction of that
information.

Unless an exception applies, the obligation is to
be clear about the reasons for collection
personal information from an individual, what
will happen to it and to explain their rights with
respect to it. The general rule is that there
should be “no surprises” for the individual
concerned in the way that their personal
information is handled by MSD.

Principle 4 - Manner of
collection of personal
information

Personal information shall not be collected by
an agency unlawfully or unfairly and doesn't
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unreasonably intrude on the individual’s
personal affairs.

“Unlawful” means in breach of a statute or
regulation. “Unfair” means could include
misstating the purpose of collection or being
overbearing or threatening.

Principle 5 - Storage
and security of
personal information

Reasonable safeguards may include keeping
paper files and computer passwords secure, *
This is important in light of MSD’s open ﬂ,la\m
environment especially where work sp f:ES are
interspersed with public areas.

This Principle includes an mglf@%&bllgatlon to
train staff so that they ara@le"a’l* about MSD’s
information handling po@h and procedures.

It requires MSD to Eb‘ﬁ'éider any action that
may impact on th, formation's security and
to do everytQing~within their power to prevent
unauthorizaéd ise/disclosure of the information.

Click_w for further information - Privacy and
securitv of information training - Doogle

Principle 6 - Access to.
personal informatlcn‘<\

4
.'\n"

'~T7Ia’i's principle creates an “entitlement” to

access personal information. This entitlement
can be enforced in a court of law where the
information is held by a public sector agency
(Section 31(2) Privacy Act).

Principle 6 is subject to the good reasons for
refusing access to personal information
contained in Part 4 of the Act. These reasons
will be covered in more detail below when
discussing how to deal with a request for
information.

Section 205 of the Act protects requesters and
providers of personal information from legal
liability arising from the provision of personal
information in good faith pursuant to a request

under Principle 6.
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Principle 7 - Correction
of personal
information

The effect of this section is that MSD is under
no obligation to correct information it believes
to be accurate, however must attach the
individual's statement of correction.

If MSD corrects any personal information at the
request of an individual, it has an obligation to
inform any other agency to which the
information has been disclosed.

Principle 8 - Accuracy
etc., of personal
information to be
checked before use or
disclosure

Information about an individual must not bg

used or disclosed without taking reaspnable

steps to ensure that it is accurate‘_anfﬁt.ﬁp{o-

date, complete, relevant and not niisleading.
S

¥
N W

Principle 9 - Agency
not to keep personal
information for longer
than necessary

N
,

|alyare of MSD's national policy on the retention
] and destruction of documents.

The Privacy Act does not-'p;]_'av"ide specific time
limits for which to ke@i’nf’brmation, it states
that an agency m 2t their own retention
periods based on the reasons for having the

information in%-\t@/ﬁrst place.

This princj___;i_lg}s overridden by the Public

Recor s’Act 2005 which sets out MSD's
oblig%tlbris with respect to keeping information
for specific periods of time. You should also be

Click link for further information - File destruction -
Doogle

Principle 10'S't4mits on
use of personal
information

The general rule is that MSD cannot use
personal information for another purpose
unless it believes on reasonable grounds that
one of the mentioned exceptions applies.

In the event of a complaint to the Privacy
Commissioner, the onus will be on MSD to
prove that the exception relied upon was
applicable in the circumstances.

Principle 11 - Limits on
disclosure of personal
information

"Disclosure” means release outside MSD. This
principle provides that personal information
should not be disclosed to those outside MSD,
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unless it believes on reasonable grounds that
one of the mentioned exceptions applies.

In the event of a complaint to the Privacy
Commissioner, the onus will be on MSD to
prove that the exception relied upon was
applicable in the circumstances.

Principle 12- MSD may disclose personal information to a
Disclosure of personal | foreign person or entity applying principle 11;_
information outside of | only where it can satisfy one of the ment:oried
Aotearoa. reasons. ‘

Principle 13 - Unique A unique identifier is any identif‘eré’ﬁsftjned to
identifiers an individual for the purpose of (],mduely
identifying that individual, for. é}ﬂample a
client’s benefit customer nwhber

This principle seeks ta prevent agencies issuing
identifiers that ha\\:\been assigned by another
organisation.

This prlnC|plqan|des that no two unique
identifiers Cam be the same, e.g. Inland
Revenue«cannot use the same number for a
clie P @S Work and Income has assigned to that
cllent

Click link to read the full sec"‘ama Information privacy nrlncrntes

What is Informag:!pn?

Neither the® C‘)Ff’cml Information Act nor the Privacy Act defines the term
mformatmn" The Court of Appeal has stated that the ordinary dictionary
mearfing was intended which is, “that which informs, instructs, tells or
ma {S‘ aware.”

T

Information includes, of course, documentation. Both Acts define
““document” as including:

e any writing on any material

e any information on tape, computer etc., and any material

generated from tape, computer etc., as a result
e any label or description
e any book, map, plan, graph or drawing

10
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e any visual image such as film, negatives or photographs which
can be reproduced

Documents are just one aspect of “information”. In the High Court,
information has been expressed as “not confined to the written word but
embraces any knowledge however gained or held.” Therefore,
information could be anything which is stored in some way including
unrecorded material in a person’s memory.

Classification

Where a variety of information is held by a Government Mil;i%tﬁy‘ény
request for release of that information may involve either o5 _both Acts.

When dealing with requests, it is important to correct.ly GlaSS|fy each piece
of information in order to find out which of the Acts 3pb1y to it.

Classification depends on: :
1. Who holds the information? NN

Government Departments (the pu_\__@%?sector) hold both official and
personal information. The Off?Qial Information Act does not apply to
the private sector, only to-public sector agencies. MSD holds both
official and personal mfm*matlon about its clients.

2. What is the mformati’on about?

Information angE ah ‘identifiable person is personal information and
is governed by the Privacy Act. Where the information is about a
corporatefpgfson such as a company, society, trust, incorporate or
corporate Body, any request is to be dealt with under the Official
Informat\]vén Act.

3. wn@wants access to the information?
! There is a right of access to personal information by the individual
concerned subject to the provisions of the Privacy Act allowing it to
be withheld. These provisions will be discussed in more detail

below.

The “individual concerned” is the individual to whom the information
relates. Under the Privacy Act, only the individual concerned (or

11
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someone acting with their authority) has the right of access to
personal information held about them.

Where the information is personal but about someone other than the
requester and is held by MSD then release would have to be considered
under the Official Information Act.

Information about an individual held by MSD will be a combination of
official and personal information but which legislation governs the re{_qé;se,
or not, depends on who is requesting it. As a general rule, if itis *_
requested by the individual concerned or a person acting with their
authority, disclosure is to be determined under the Privacy ﬁé"b.‘ If it is by
someone else, disclosure is to be determined under the Off{c:al
Information Act. A\

Receiving a Request

The request does not need to be in writing.and can be made orally.
Officers must ensure that they give rﬁéﬁhnable assistance to a person
making a request. A\ N

Requests can only be made by:. "

- a New Zealand citizen
- a permanent resident.in New Zealand
- a person who is ln lﬂew Zealand

Requests can be, ma‘de thmugh a properly authorised agent pursuant to
Section 57 offl;hg Rrwacy Act. Where a person is acting on behalf of
another, caL[é}.h‘buld be taken to check the authorisation which generally
should be hﬁ"-writing. Where a Member of Parliament or a solicitor advises
that they are acting for the requester, usually no written authority is

g« Under this section you also need to be satisfied of the identity of
R e=ifdividual making the request and that any information intended for
, that individual is received by them or their agent only.

" A decision on the request must be made must be made as soon as

reasonably practicable but not later than within 20 working days and
communicated to the requester.

A request can be refused if the information is not readily retrievable or
the information does not exist or cannot be found. There is an

12
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expectation that a reasonable effort is made to locate or retrieve the
information.

If the information is not held by MSD but by another agency or it is more
closely connected with the functions of another agency, then the request
must be transferred to that agency no later than 10 working days after
receiving the request. You must inform the requester of the transfer.

Withholding Provisions

When actioning a request, you need to be aware of the withholdiﬁx},_
provisions provided in Part 4 of the Privacy Act. Information re@%ted
can be withheld if there are good reasons for doing so. The/é,{\}dd reasons
include: “

Section 51: Release would be likely to: O~
 prejudice national security or defensg
¢ prejudice international communi\c\&t‘.{@? in confidence
+ prejudice maintenance of law.
« endanger the safety of a .\j\LRﬁCidual
Section 52: Withholding is neces§a_fv_tg:
« protect trade se r;e{s]\"
e protect comme ;'a‘? position of the supplier of the information
Section 53: Withhold?gg@)‘h the grounds of:

e the di _Ips'ﬁre of the information would involve an
unm@ghted disclosure of the affairs of another individual or

g\%e‘a’éed individual

) -i{.f'«'ﬁf'otection of evaluative material supplied on a confidential
- basis (evaluative material is narrowly defined as covering, for
4 example, job interviews and insurance material)

e protection of the physical or mental health of requester or
rehabilitation or safe custody of requester

¢ protection of interests of person under 16 years
+ legal professional privilege

e request being frivolous or vexatious or the information
requested is trivial

13
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¢ confidentiality by conditions placed upon material held in a
library, museum or archive

If MSD seeks to withhold information from the indjvidual making a
request under Principle 6, the reasons for doing so must be conveyed to
them.

The individual concerned can have MSD's decision to withhold

information, reviewed by the Privacy Commissioner. In this event, MSD

\M_ -

will be required to show that the reason for withholding is valid.

Section 56 of the Act governs the way that the information carl b‘e
supplied including inspection, copies, transcripts, extracts m-'\g)ally The
information should normally be provided in the form p$?ed by the

requester.
z

i
LY
-'\

MSD is not allowed to charge for providing persggal informatlon unlike
the supply of information under the Official Inf\ﬁg ation Act.

Impact on Social Security Act

L

Schedule 6, clauses 2-5 of the St;éféi Security Act 2018

Section 24 (1)(a) of the Privac Act provides that nothing in Principle 6
(access to personal mformatlﬁ_y\)\or Principle 11 (limits on disclosure)
detract from any prows;oq&?at is contained in any enactment that
authorises or requires nal information to be made available. In

other words, if anoth ct authorises or requires personal information to

be made avallabj.é*; Afhe Privacy Act does not apply.
This section SlbWs us to continue to use Schedule 6, clauses 1 and 2 of
the Social S}cunty Act to obtain personal information from any other

perso bu‘t‘fvlSD s Code of Conduct must be used when using Schedule 6,
clause 2. It sets out the rules where MSD is requesting information about

_af': Y_person relating to benefits or debts owed to the Crown.

“/Schedule 6, clause 1 of the Social Security Act 2018

The duty imposed by clause 1 that a person must answer all questions the

person is asked by MSD would fall within Section 7 of the Privacy Act.

14
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Resources

If you do run into difficulty when dealing with any aspect of the Official Q;]/
Information Act or Privacy Act, assistance can be obtained from: j\q

e Fraud Intervention Services Manager ij\
* Legal Services ’?\
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