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On 16 October 2017, you emailed the Ministry with a request for the release of
information relating to security at Work and Income sites, and your personal
information. This response addresses your request for information about the
Ministry’s policies and procedures, under the Official Information Act 1982.

Before addressing your questions, in order to provide you with additional context
about the information you have requested, I have provided you with some
background information below.

Every week Work and Income sees 38,000 clients face-to-face.. The vast majority of/\'
these interactions do not pose a threat to staff, and clients are able to be seen and

assisted without any issues. However, as part of day-to-day work, staff see people

who are vulnerable, who are frustrated, and who are managing complex personal

situations. Occasionally these issues mariifest in intimidating, threatening or

inappropriate behaviour towards Ministry staff. The Ministry has zero tolerance of this

type of behaviour and security guards help to make sure that the Ministry does not

admit anyone who might represent a risk to the safety of other clients or Ministry

staff.

Security enhancements were introduced to Ministry of Social Development Service
Centres from 16 January 2017, and have since then been gradually rolled-out
through the country. This enhanced process is referred to as ‘Fully Controlled
Access’,

The Fully Controlled Access process is not hugely different from what was happening
before these new security measures were Introduced. Information for clients about
the process has been available for some time now, and is on the digital signage in
site offices,” on the Work and Income website and provided through Work and
Income Contact Centres. -

An important aspect of the Ministry’s security .is knowing who is coming into the
Ministry’s offices. Under the Fully Controlled Access process, a security guard on duty
will typically have a list of appointments at the site as well as a list of those people
trespassed from the site. If a person’s name is on the appointment list, then they
may not be asked for ID. However, I can assure you that not having ID or an
appointment should not mean a person will not be admitted.

In a minority of cases when Fully Controlled Access was in its early stages, some
people were refused entry due to not having ID. This was not the intent of security
changes and Service Centre staff and security guards were reminded that people
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should not be denied entry just because they do not have or do not provide
identification.

I have enclosed for your reference copies of two documents that outline the standard
operating procedures for the Ministry's security guards and the Fully Controlled
Access guidelines for managers. You will note it is clear in both of the following
documents that not having ID is not a reason for a site refusal:

» ‘'Protocols for Security Guards’, dated December 2016.
o 'Fully Controlled Access - Towards future state office environment -
guidelines for managers (FINAL)’, dated January 2017.

Your guestions are addressed in turn below:

+ NZ Police do not have the right to ask for ID unless there is suspicion of a
crime. Can you point out where it is lawful for Armourguard security fo
demand ID prior to entry to a public building? (Internal policy isn't lawful)
Also infine with informed consent what are my rights as a M5D cfient to refuse
this request? What are my rights if I refuse a request and am noft allowed
entry? What lawful provision are Armourguard enacting to deny physical entry
to a public building?

The Ministry is entitled to restrict access to its work places and Armourguard is
contracted by the Ministry to provide security. While public services are provided
from Ministry workplaces, they are not pubiic places and the Ministry has an
obligation to ensure that the workers and others that use them are safe. The
principal source of these obligations is the Health and Safety at Work Act 2015.

In addition to the above information, I can advise that people visiting a Work and
Income office will be asked for identification - any form of identification. As not
everyone carries identification at all times, if the security guards are satisfied
someone does not pose a threat and has a genuine reason for visiting, the lack of
identification or refusing to provide identification will not be a barrier to them coming
into the offices, and clients have the right to refuse to provide identification,

If samecne is refused entry to the office they can call the Ministry’s 0800 number for
the contact centre (0800 559 009) or utilise online facilities for assistance.

Information about how to make a complaint if you are unhappy or not satisfied with
the Ministry’s service is available on the Work and Income website here:
www.workandincome.govt.nz/about-work-and-income/compiaints/index. htmi.

On this webpage you will also find information about the complaints process, how
complaints are investigated and what to do if you are not happy with the outcome.

» What training have those Armourguard staff members on duty that day have
in dealing with vuinerable persons?

The enclosed document titled, ‘Fully Controlled Access — Towards future state office
environment - guidelines for managers (FINAL)', dated January 2017, includes a
section outlining the specific training that security guards received in relation to the
implementation of Fully Controlled Access. This training included health and safety
briefings, working through scenarios, as well as opportunities to talk through any
concerns they may have had, and discussion of frequently asked questions.
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Security guards also watched a video titled ‘Lives like mine’ to help them to
empathise with some of the challenges faced by Work and Income clients.

Armourguard also met with all the guards to ensure they were clear about the
Ministry’s expectations and locally, site managers have daily briefings with all
security staff to make sure security and Ministry staff are working together to
provide a service while keeping everyone safe, including the Ministry’s clients.

The Ministry has been working very closely with Armourguard to make sure their
staff understand the new guidelines and get up-skilled. This includes ensuring that
contracted security personnel are fully aware of their obligations under the Privacy
Act, including using any private information provided strictly for the purposes for
which it is required. The Office of the Privacy Commissioner is aware of the process
the Ministry is using and is satisfied it meets the requirements of the Privacy Act.

If you are concerned about your privacy you have the right to complain to the
Privacy Commissioner. Further information about how to complain is available on the
Privacy Commissioner’s website here: www.privacy.org.nz/your-rights/how-to-compl

ain/

If you wish to discuss this response with us, please feel free to contact
OIA Requests@msd.govt.nz.

If you are not satisfied with this response, you have the right to seek an
investigation and review by the Ombudsman. Information about how to make a
complaint is available at www.ombudsman.parliament.nz or 0800 802 602.

Yours sincerely

Ruth Bound
Deputy Chief Executive, Service Delivery
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Fully controlled access
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Sign off

Fully controlled access

This form records the approval and acceptance of the foliowing document:
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Fully controlted access

Introduction

We're introducing twao physlcal safety and security enhancements for front facing service
delivery sites now.

What does this mean to you?

1. We are moving all front facing service deilvery sites to fully contro!le ccess (base
on the model operating in the Canterbury Region}. This isn't hugely tto
we are doing now, most sites already have guards opening the gdo ver g ds
will be engaging with each person as they enter the site; and

2. We will be asking you to move staff and repositto ticab ) S0
cllents are seated opposite case managers (to creat ) as o o beslde

and also look at what you can do to provide QI clear utes from
interviewing desks and if necessary, from a c : @ . There are

separate guidelihes regarding repositlonmg

Why now?

We are always reflecting on things we' fit; an different This s an
enhancement of what we already do ansur re all consistent including
our guards. It also provides us with an rturd ook at how we worl and set

up our sftes. This is Important r clients they approach our sltes they

should expect a consistent sergic our guards
When will this happe @
Fully controlled acge

ctlon

Armourguard have thelr staff however before they can fully

implement we e sure ch site and each reglon s ready too. This will
nelude talkm r teams an orking with your guards to ensure they are feeling
supported tabl [th e changes, Working in partnership with your guards is

g
a key G tor % e any concerns tallc to the Health Safety and Security
Team!

S @ ues due to thelr physical limitations. In these cases, we need
to b®/prac how and what can be Implemented. These limitations can be
recorded adiness Reports,

Each day we will debrief with the regions to ensure everything is going ok and discuss
any Issues that may have arlsen.
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Fully controlled access

Fully controlled access

The move to fully controlled access Is an extenslon of the way we've successfully
managed security In Canterbury over the past two years. This is also an opportunity to
share and implement best practice which we have learnt from Canterbury.

We're asking securify guards to have a conversation with people before fhey come Int
our offices. It's an opportunity to check If the person has a busines n to en

that they haven’t been trespassed, and helps to make sure we don’ yone{igho
might represent a risk to the safety of other clients or our sta i

stance,f
persen Is Intoxicated, It will enable site security staff to re tentlal Tkl ants
earller,

Not having ID won‘t mean people can’t come into a Worl @ ome o

These cotwversatlons already happen at many of ol ~Mbut to make sure
that we apply this approach consistently across t .

We're here to help people in times of need, § n't l@s aff or other clients
at risk. We'll monltor tha planned cha e ntredys nd respond quickly if

ng
any lssuas arlse, i )>\£
The insights from polnt-of-entry canver ns b

do not have scheduled appol Q provid

particularly with clients who
portunity to escalate potential
y access. |

jssues to site management, aled pro
As you lnow, the relatj i u ha siee’with your securlty guards is extremely
important to the onsgol

arvice, We have put a checkilst that should

3 video to help them understand some of the issues
K discuss with them the FAQ's and scenarios contained in

: . eVt nz/whe
W R
2 -_v
NS @
Spen ] ing about this with your teams. If there [s a scenario or question

S0
that co %t vou have resolved, record it and your solution and let your Reglonal
Dire These can be shared throughout the regions.

©
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Fully controlled access

Fully controlled access - Guidelines

O Al service centres {apart from smaller ones) will be staffed with a minimum of three
security guairds. One [s to be based ouiside the maln public entty door, or in the
alrfock. One should he Inside the site controlling entry and exjt. The third guard
should be walking the service centre floor ready to assist staff if required.

O Fully controlled access means the main public entry door to your se

lce centre Is
ent, vislto
)

locked, opened by -a securlty guard once they are satlsfled the
contractor or other agency staff has legitimate buslhess there a
rlsk, The main entry door must not be on ‘automatic’ so peopl

O If an Incident occurs (nside the service centre, the security f;}tj%r ntfolling

needs to unlock it immediately [n case the manager decid
leave the site. In some cases It may be safer for staff By use ¥h alfarhatlve
the front doors, i.e. back door or side exit. Follow thé ttions of ¥ur-manager,

0O Each morning, securfty guards controliing acce Yoy serv ~' 8 should be
glven a [ist of the names of cllents, visitors, cgn et appointments,
or are expected that day and an estimated ti W fopagrt

[0 The guard needs to be reminded that the sk ig 4ensl needs to be treated

with a high level of care, Provide a cl ard with a to@y to your guard to keep
the list secure,

O This list should be printed on plain

anded
O All visltors (clients, staff, coptragtors; oth @Saﬁ’) to your service cenire
should be greeted by a guard @ontew a@% they wish to enter the site.
O All MSD staff will carry 1['a fice should be straightforward,
1 Al clients should be 2 o ID. This guick interaction allows the
¢ i ny tmmediately apparent reasons why they
shouldn’t he allpwed T ay also help Identify a client who has been
trespassed.
O ThisID ca

0O Some glien #l-not have identffication. They can be.asked to provide letters/etc,
from ncomeNaihgker agencies,

0 v d y form of ID, but have an appointment, will appear on
s llst Hty guard has. Once the quard is satisfied the person doesnt
@ to p hey can be admitted to the site. The guard should remind the

nk to Dithe next time they visit.

0 Thes % d can still admit clients and visltors without ID and appointments to

he feé céfitre once they are satisfied that they don't appear to pose a risk.

] uldn't bring skateboards, scooters or bikes into the service centre. They

be locked outside. If they can’t be left outslde, they can be left In the [obby
ré they don’t cause a hazard or would act to prevent people leaving the bullding
e event of an emergency (fire, earthquake).

O Where a client s refused entry the guard will need to complete a Site Refusal Form.
Even if we do not know the client, the detalls should still be recorded. The time of
the Incident should be recorded as well,

[T New guards to your site will heed to be briefed about our expectatlions and process.
Please do not leave this to the existing guards, As the slte manager you must take
rasponsibility for this, There should be a clear plan of who is responsible to do this in
your absence,
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Fully controlled access

Freguently Asked Questions — Fully Controlled Access

Is fully controlled access about ID and whather they have an appointment?

ID and an appointment is a supporting feature of fully controlled access rather than a
deflning feature, Whether the person has an appolntment or not, or ID o not, Is not the
signiflcant factor, It is how they present when they come to the site, The door remains
closed and Is only opehed when the security guard has made an ass ent that t

person is fit to enter the site. The fithess constders factors such as:

«  Whether the persen |s intoxicated or highly agitated
s Our history with the client

Will people be turned away by the security guards if the hav

No. A person wlll be turned away If they appear to pose Q

We are at a co-located site; will we stop their ¢

The Manager should discuss the process with cate ders and other
agencies and make them aware of our moveny cont éss and what that
means for them. It Is Impartant that we r at thr gt ebout stopplng people

ent. Controlled access

from coming in, having the right ID or a ving a t
needs to operate conslstently [n all site

Is there any signage?

There is no .plan to have py rma
digital messages wiil be ad ks ang

Is the contact cen’tre the

8 Sefvice centres however appropriate
tal Sighage screens,

ully Controlied access?

Yes, thay are aware FThe tac ill continue to advise cllents that they need to

bring ID with £ ey v

Qur site dod fe aiectro doors which means opening and locking the

door eac t| clien s in or goes out. This will create problems and
3 ion from clients. What do we do?

ocking and locking the door make sure you record this on
ich you need to send to your Reglonal Director. This will form
adiness Report. We will ascalate the Initial Issue to Property.

OnaWw , there is usually a queue of clients and in some cases over 20.
How ¢ manage this?

From t we learnt in Canterbury, thelr receptionist and one case manager leave the
% training 10 minutes eary and they work with the guards to glve entry to clients
su that they are ready at 9.30am for case managers to pick up.

This is a different role for our guards, will they get training?

Yes, Armourguard will be meeting with all the guards to ensure they are clear about our
expectations. Guards will continue to have a daily morning brlefing.

The Service Centre Manager will also show the “Lives like Mine” video and take the
guards through the FAQ’s and scenarios in this document.
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Fully controlied access

Can you ensure people won't have a bad experienca?

Armourguard are training their people and our managers will have a daily brieflng with
guards so expectations are very clear before we open the doors. All cilents who don't
nose a threat and have a legitimate reason for being at the site will be able to access our
sarvices, The Contact Centre will refterate the same messages; the Service Centre
Manager is talking with any co-located people.

What information should be contained on the daily appointment lists?

As a mintmum, you should have recorded the clients’ name and appoinfent time. I

possible, da not Include the SWN on this document.

What do we do with the daijly appointment lisis? @

The daily appointment list can be destroyed however the Slte Ref rms s d

checked by local staff, scanned and sent to your reglonal off They will collate”ahd
missi

send to the Natfonal Commissioner team. The National Cam ar Eea%\lgill &cord
Is it a privacy breach giving the names to the gdagd?
No, there Is no privacy breach in sharing this ln ol Aow

and retain the information.
informatioh outside of the purpose It was rtepded )for, tfs ' be considered a
breach. Armourguard would manage this.

What happens if the guard loses the Hgi t7 %
This should be treated the same as agrvagy bre pce Canterbury has been on
K

fully controlled access there have no ihclde Ind,

Appointments can be mad day b ntact Centre or other staff In

the site. How do we upd poi t?

Fully controlied access j t ¢ | clients against an appolntment list,

Cllents may call Into t wit appointment. There is no formal need to
Ir

know this.

The guards a able~to communicate sasily with each other. Is anything
being dra iﬁik}{?

Curre re testin se of ear pieces for guards af the Willis Street, Levin and
atching thelr progress and may extend these further.

update the Appolntment nager believes that the cllent may become
agltated with th t%:r ma& ssed by the process they should let the guard

now if a client has been trespassed?

gion has a Trespass Notice Register. Each region needs to share this

! aving problems with our guard/s and they are not meeting the
t(:;S rds.

If you have any issues with your guards you should contact your Regional Director who
will Haise with the reglonal Armourguard person and discuss it with them. If you are not

satisfied, please escalate further to[ss@E] |
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Page 9 of 18




Scenarios

Fully controlled access

We have provlded some FAQ's and there are many scenarios that could occur. Here are some that

may help you and your guards,

Scenario Action to take /\
Client approaches service centre | Having no ID or an appolntment ig/pot a reaso be
wanting to come In but has no ID or | refused entry, If the client behav ay th
appointment booked.  Client will not | risk they should not be permitt ter h the
give the guards thelr date of birth or | guard will need to determing
anything to Identify themselves. If the client s refused eir detai siould be
recorded on a Site Ref Form.
Cllent presents at a service centre and | Under no clrcumst c Id the \s@b‘é given entry to
appears under the influence of alcohol. | the site.
Their detall e notes made to the
Daily Appdnd
d pp@@\ . AN
CHent calls at the office and has |If th esents WEytHe office and is using walking

walking sticks. These could be | sti hey se for their mobility the client
considered weapons sho vette e normal procedures and allowed
A%enter the@\

There is a queue of people waltl 0

get In to the service centre

Wsh 5 aintaln the entry process and the guard

0
WHI n k with each cllent. All our appointments are
sta@, tHis will help reduce this issue.

/\ FaN
A dient is refused ent f‘ﬂce % t want cllents to be sanctioned if they have made a
and they must atten ntme e attempt to see us however if a client behaves In a
e.q. sanctioned If t ttend th that poses a risk, they should not be permitted to

meeting

‘?

@»@%
&

énter the site. We understand that falling an obllgation
may mean a form of sanction. The guard will complete a
Site Refusal Form and at the end of each day the manager
should have a qulck discussion with the guard about any
Issues that may have arisen during the day. If the cllents
narne was recorded, the manager will be able to pass these
details on,

If a staff member was expecting a client and their non-
attendance would mean a sanction is imposed, the staff
member should try to contact the cllent by phone. The
staff member can check the Slte Refusal Form detalis
however this would need to be at the end of the day when
the guards are not on duty.

Don‘t Impose the sanction, allow another attempt for client
to comply.
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Notes and ideas

Fully controlied access

Debrief from previous day (if

-~

not done previous day) @@

Provides guard/s with

appointments list for th

{exclude SWN's)
.
mede lth
eg;s
I issues,
tations. (An

Manager provides details of
refusals to Regional Director
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Fulty oontrotled access

Scheduled Roll out Dates

initially, we were going to rofl out every slte and region over a prolonged period however this posed
logistical problems for Armourguard and also inereased the potential rlsks to the organisation
especlally If cllents were going from site to site and encountering different access procedures,

Following the Implementation in each region, the National Commtssioners offlce wilt teleconfer
with each of the Regional Directors and discuss any jssues or problems that jaye arise r

implementation. ] ; 5

Southern

NN R k
7 )
Wellingtor@/ <<2\/ 19/1 ~ 2071717
> %

Mf le 26/1 - 27/1/17
P& . :

aranaki 772 - 872717
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Fully controiled access

Service Centre Readiness Report

This report provides assurance to your Reglonal Commissioner and Reglonal Director that your site
is ready to implement the fully controlled access changes and that any issues have been
identified and plans are in place to address these.

Please return electronically to your Regional Director before your reglons scheduled roll out date.

O R T L e A T T
e

i 2 a2 --. it ke Ly «“.L'. -} : ; ¢
Gibeserti S BT

Guards have been taken through FAQ
and scenarios ﬁ
o)

S ]

fully controlled access

; N/
Guards have a clear understanding K:Qy @U

Guard

AN
w4 \
Guards have completed Armoupgu % (\/
training N

Guards have watched “§ @ a Mine” <9 N
v
tdeo 7N 7N

All staff have be@rw @\9

e |
All staff have hr Q's
BET N

Your Team

) N A

AlKstaff ea cleWrstanding of
olfed S
@? E""f?f S

Y
n yo, \pf\e\ée{nt fully controlled

G0
access
; %ase record the reasons why.

Your site

Are you co-located? Have you met
with your stalkeholders In your shared
site and explained this?
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Fully controlied access

Readiness confirmation statement

1. <Service Centre> is fully prepared for the implementation of fully controlled access.

2. All regional deployment deliverables and activitles will he completed by
=< Date prior to schedulad roll cut> .

3. Regional implementation date has been agreed.

4, Deployment rlsks identified by the region have been mitigated&@d. §
"‘%)

Yes/No. If'no’ Indlcate why (If applicable):
2

P

SA=T%

N : N
T T PR Y : A BRI

TRGTT
ié[g Fa

.E I3
resnead

S p
] At B E e
NS R e

; @@

Emaile ad report te thie nominated Regional Director contact.
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Fully controlied access

Regional Readiness Report

This report provides assurance to:
s DCE, Servica Delivary
+ MNatienal Commissioners
s Health Safety Security

That your Region is ready te implement the fully controlled access enhance that &
have been identified and plans are In place to address these, @
Please return slectronically to [E8@@] | two days before your Impiyﬂ% atlo ate.m

e /) /\&

met with Security Guards and comple
cenarios
scenar] AN

All guards have watched the Ui X
Mine Video

®

In co-located areas, \h&g’m)vet 1
key stakeholders e.g» unityh
pariners, buildi and !

implem enta‘lj%

v 3,
Co-!oc{;%%l ho!de.rsﬁ§1aa clear
i

unders of fj/J\I\Ey contPaled access,

Communications

FAN

Q D\y\{taff e \<)ed through the FAQ's

and i
Fa

Staff

ff&ve a clear understanding of
\/yl ntrolled access

All sites are able to Implement fully
contrefled access

O

{Record any exceptions and reasons
why)

Sites

Staff know how to escalate Issues,
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Fully controlled access

Readiness confirmation statement:

5. <Reglon> s fully prepared for the implementation of fully controlled access.

6. All reglonal deployment deliverables and activitles have been completed by our go-live date

7. Our regional implementation dats is <Date>.
8. Deployment risks Identifled by the region have been rhitigated ot escalated. g

Yes/MNo. If ‘no’ indicate why (If applicable): @)
o (o

G

N

.
al_i(,

e
R s S T e e S SRSt RS sty
Ao .{\3\) S é,\ SR __-;éj‘.b_' 3 = 5 4 e
: RN é"é,‘:"f‘ it !
el

5}‘-{’" S ECIS .__'
Sl e

S

VS

©°

Email compieted report to 5 92 l@msg.govt.nz
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Fully controlled access

Site Refusal Form

This form must be completed by the guard when a person is refused entry to any slte.
Return to the site manager with the Daily Llst.
Any physlcal aftercations must be recorded using the Incident Management reporting.

R T ;: T
¥ L B LR
: ) %é%f’f Fi} H

LER %
S
Pl e

pe.
77 AN
Abusive behaviour @\(y

Intoxicated & §
Under the influenugs @
Intimidating a E @
Threaten@ er % iis below)
Oth recn@ below)

0o o o o @ o

TR

3

ﬂl%a
el

Y ol Uy ]
i S .?Eﬁi*,aéi, IR

R R
sl o

e

/ Not able to ask

{ER G ' i3 A
ik ﬂ“; FHIE . ATy
P L

Clrcle one! Yaes / No / Not able to ask

W HEWA
v
i ”"t,"fg.k'_ﬂ-?{‘ EXY R
i ;i?és%ﬁ :

Didihioy
Heiappoil

&
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MSD Guard Standard Operating Procedures - Final December 2016

Protocols for Security Guards
1. Function of Security Guards

The prime function of the security guard [s to observe, monitor and repiort for the purposes of
ensuting the safety and wellbeing of MSD employees and clients,

2. Regulraments for Security Company

The image guards’ project reflects on hoth thelr company and the Ministry, therefore the fallowing

standards have been putin placa, -

The secutlty guard company will ensure all guards deployed for MSD purposes: @ &
¢ Hold and display on site a NZ Security Guard Certificate of Approval @

e Meat MSD vetting/background standards before they are tiepl‘::< %
0%

« Recelve approprlate training in the roles and functions they are
s Have undertaken the security companies basic trainin ustomér Sepd

Management

o Display a high standard of professionallsmi be clea% groom dl| uniform

s Have completed security company’s Induction sfd entificgion dnd’gontrols training
and have immediate access to hazard report tatio %

»  Have a competent ability to communicate Ew

e Perform thelr duties [n a manner tha w 1S, poHte,nd considerate to others

e Bealert and Immediately ready to.as

»  Must not Jeave the site for any r@mss dir your Supervisar or escorting a
staff member to their vehicleasgdire by Si @\/

e Conduct welfare checks -‘11 urguard ~[Jepartment as requlred

3. Requirements for Mini»@ a Deuel
MSD are to ensure all g% yed o

e Recejve a full3# ith jgddction Including any ldentified hazards and risks and
noted ifpthe\ste Health offar
° dives site security ation including; site procedures which Includes emergency

ined In the Site Safety Plan, CCTV motitors, locking systems on all doors
rw\mcuation system and procedures, fock down proceduras, alarm
e ortact list, duress pendant reglster
and ¥ % rt-up brief’ at the start of each day to ascertain from site management If
or concerns have been identified for that day, Guards mist be reminded
th%{'\ mation Is sensitive and needs to be treated with a high level of care.

q. sponsibilfties

ary to suit changing needs but they should not detract from the primary purpose of
staff and other clients safe. The ilst below is not exhaustive but the guard may:

Be proactive in the dentification and reporting of potential health, safety and security
hazards In the work ehvironment .
Liaise with the site manager to identify if there are after hours (5pm) security requirements
where MSD dients may rematn onsite

Ensure that all emergancy exits are clear

Be involved in the planning ahd monitoring of terviews where there is the potential for
conflict

* Move around the offlce and be visible but discreet i the role of Interhal roaming guard

2

a
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¢ Oneof the puards on site to be a member of the Health and Safety committee

e Respond as appropriate to any duress alarm or emergency situation that may occur on site

¢  Patrol other areas of the huitding (where the Ministry has a presence} as directed by the Site
Manager

e«  If requested hy the Site Manager escort staff to their vehicles

« Manage the visitors hook [where applicable)

o Assistin checking that Security, Visitor and Contractor identification is worn

» Report all tasks in the site activity log
o Report allfany securlty and safety concerns, activity and/or incidents &
o lothe site manager;
o hyway of Incident report and escalate accordingly
o ifin doubt report and seelk guidance from yout su per\gzg% ?
5. Place the site into lock down if there is a clear and present that Is reguired\td be
mitigated
6. Tasks guards will not undertake:

o Photocopy or handle client files, open mail or co fing of cr ation under
any dreumstances

e Be responsible for holding ento ar‘storing personz(@

« Be responsible for reception duties

o Be responsible for generat cleank ayLe, cle ?" room, unfloading the

dishwasher
® Be sent offfieave site for any reasen thap-arsfd \ chit to the car park
»  Serve trespass noticas off, ehalf of tHg 2
s Chacking of any Staff g luding Bscoeiinisstaff to their vehicles
7. Managing conflict:
s  Site Mana n e awa ards only have the sama rlghts as any other member
of the pubiywiies deall fct. As such, when dealing with conflict oh site the
bh dcting as a or the Minlstry under the direction of the Site Manager.
e guard needsspedific authority from the Site Manager If they are required to

nd/ar trespass them from the site.
2 Aw to warn the person that they are acting on the authority of the
i elopment and they must leave. The person is then to be given

@@ opportunity to leave the premises without the use of force, If the person

refusfs(to lefve; or becomes aggressive or violent the guard may use the minimal amount of

i uired to remove the person from the building,
stedation orcurs whereby it Is reallsed a person is refusing to leave the site and/or is

L]
oming aggressive or viokent the Police should be contacted via 111
In“the event of any person being requested to leave a Ministry of Soclal Development site,

such an event must be reported to the guard supervisor then recorded and forwarded as an
@ Incident Report

8. Incident Report

e Incldents are required to he documented by the guard as soon as practicable after an
incident. This will be donhe by way of an incident Report

s The Inddent Is required to have been verbally reported to the Site Manager initially and the
detal] of the incident documented in the Incident Report

@ The Incident Report must be signed by the guard and maybe sighed by the Site Manager
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« A copy of the Incident Report is scanned/faxed to the regional Armourguard branch as soon
as completed

o As dlrected in the Incident Report, verbal notification to your supervisor and/or
Armourguard Welfare Department may be requited

The following are examples of where an Incident Raport is required to be completed:

s Anyassault on Ministry of Social Development staff, guard(s), and/or clients
o Any use of forea by any guard on any person at any time

+  Any Incident where Police have been called to attend
«  Any injury/medical or fatality event _
o Any verbal abuse towards any person whare the guard is Involved
¢  Anyalarm activation or security system issue @
o Anywarning issued to any client where the guard is Involved
»  Anyweapons produced or chserved upon any person &
Any hazard ot rislcin the site
s Anytrespass notice issued @ '
Any building evacuation @
5 .

Any damage observed or created due to a gt lopment staff,
visitor or guard
¢ Any threat of any kind to the site and/o

staff
t listad above

Any time the site goes into lock dpwn
» Anyaggressive behaviour made b
»  Any time a parson Is escorted
If guards have any doubt, th rt apd u dance from thelr supervisor [mmediately.
9. Armourguard We[f@rtmen %on
t*ia hia % io to Armourguard Welfare Departinent as directed in the

o Any other incldent dee
andfor pport is required

-

L ]

&

of Soclal Development

any guard on any parson
y any Minlstry staff on any person where the guard Is involved In the

. where Police have been called to attend
injiry/medical or fatality event
% weapons produced or observed wpon any person

Any building evacuation

@a Any time the site goes Into lock down
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10, Action to taka if a weapon Is observed in possession of another within the site

The entrance guards shouid have detected any weapon in the possesslon of any person and denied
entry. However, In the event a weapon Is observed in possession of another within the site follow
the principle that human [ife I8 paramount; take no action that will endanger life or make the
situation worse,

DO NOT CONFRONT THE PERSON IF YOU CAN AYVOID IT

Take the following action:
1. Attempt to discretely keep the person under constant observation @

Quietly and diseretely ensure Police are called an 111 @
Inform the Site Manager and follow any directions ghven
Ensure the safety of yourself and people in the area and conslq%t the arme
by moving others discretely to a secure/safer position.

5, Position yourself in a safe location to observe and mo) erson a; alntaln

the safety of others from that persen,

EalE N

TRY NOT TO BRING ATTENTION RS IBLE
AWAIT Z& IVA
6. Contact Armourguard Welfare Depa @(ﬂ nfornrthe situation.
7. Complete an Incident Report
10.  Levels of Operation on Sl %
Each sfte will operate at any taf.dhe of @ vibg two (2) models,
A Controlled
Controlled Entry-toe the m&iH entry door to the site is opened by the security
guard once the satisfladthe h S visltor or contractor has legitimate business there.
» The ?} ot be on%

> list eed ap% intments 1s to be provided to the External Guard by the Site Manager.
listshould mot (%:ﬁed on MSD or Work and Income branded paper. Guards are to
g e[j5f is sensitive and needs to be treated wlth a high leve! of care and

Inded th
rned e 'git¢ manager at the end of the husiness day,
@’\5 All vi@ éite should be graeted by the External Door Site Guard and politely asked
t S,

Wi to enter the site,
® it appointments are to access the site once the security guard is satisfied they do
appéar to pose a risk

ftkehitiflcation of all clients approaching the site is to be requested and verifled befora they
@ are allowed to enter
@ o Some clients will not have identification. They can be asked to provide
latters/documents/ete. that have heen issued by Work and Incorne or other
agencles that verlfy their name Cilents who do not have any form of identification,
but have an appointment, will appear on the visitors list the guard has, Once the
guard |s satisfied that they do not appear to pose a risl (i.e. they are not intoxicated
ot angry etc) they can be admitted to the site,
o For those clients who do not have any identification and do not have an

appointment the Security Guard can admit them to the site once they are satisfied
that they do not appear to pose a risk,
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o Far visltors {excluding cllents) who do nat have any [dentiflcation, the staff member
they are coming to see can be contacted by a guard to come and greet their guest.

o For ail persons denied/refused entry, the guard will complete the Site Refusal form
and provide it to the Site Manager

B. Lock Dowmn

1. Lock Down’s may result when:
a. Animminant threat is made towards the site and/or staff member/guard/member

of the public
2. Mo people other than emargency personnel are allowed to be let into the si &
3, Clients/staff may be allowed to [eave the site after a discussion with the er wh
will explain the risks to them if they leave the site, @

4. Aguard, if identifies an imminent risk, can place the site into Loc
5, The guard must immedlately notify the Site Manager of the Lo I the reasoly/s as
o why ;

|
|
|
|
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